
Who Should Attend

60RM

MRC Members

150RM

Non - Cess &

Non - Member Companies

18 June 2024

Microsoft Teams

9am - 5pm

Introduction: Cyber Attack

Latest Cyber Attack Cases

Methodology of Cyber Attacks

Password Security and Management

Online Registration

8.30am

Welcoming Remarks by MRC

9.00am

9.15am

This training is suitable for everyone and highly recommended for anyone who uses social media, the internet, a computer or 
laptop, or a mobile phone. No confusing technical jargon.

Lunch Break

12.30pm

Q & A Session

4.45pm

End of Programme

5.00pm

Security threats are on the rise in a digital world. Protecting your organisation with security awareness and training 

helps in mitigating security risks as well minimise human error in a cybersecurity chain. Empower and safeguard your 

digital environment and assets with measures to prevent from cybercriminals and embrace digitalisation.

Join us and explore the fundamentals of security, such as vulnerabilities and the role those defensive technologies like 

malware and network protection play. Learn the latest cyber-attack cases and methodology as well as the best 

practices for recognising and protecting such attacks with essentials of password security and management. Don’t 

miss this opportunity to discover social engineering defense strategies and key steps in responding to a cybersecurity 

incident.

Alan is currently holding a Senior Role as Principal Cybersecurity Consultant and Trainer and has 
over 20 years of experience in Information Security, Governance and Controls. He has extensive 
experience in leading engagements and serving clients in the area of Information Security.

This includes Next Generation Security Operation Center, IT Risk Assessment, Cybersecurity 
Assessment, Information Technology Infrastructure Review, Penetration Testing, IT Audit, 
ISO27001 Implementation, ISO27001:2013 Transition, PCI DSS Review, Security Incident 
Management and Response, Security Services Management, Business Continuity Planning, 
Secure Email and other related IT areas.

He is also ISACA Accredited Trainer | CISA | CISM | CRISC | CGEIT | CSF |, PECB ISO 27001 
LA/LI Trainer | PECB ISO27002-LM | Certified EC-Council Instructor (C|EI) and Certified Mile2 
Instructor and have conducted specific training sessions which include Mile2 Certified Training, 
Cybersecurity Workshop, Audit Workshop Cybersecurity Fundamental Training and Security 
Awareness Training.

CYBERSECURITY
W O R K S H O P

Wi-Fi Threats, Security of Communication,

Portable Device and IOT

Incident Response and Reporting

Social Engineering Defense Strategies

1.45pm

Ts Alan Yau Ti Dun 
Trainer and Principal Consultant 

SPEAKER

Programme Details

D A T E  &  T I M E W E B I N A R  F E E

P L A T F O R M

AWA R E N E S S

For more information,

please contact:

Siti Najwa

E-mail (najwa@myrubbercouncil.com)

Tel: +60 14-223 2388 / +603-2782 2100

Participants will receive an

upon completion of
the programme

E-Certificate


